
PKI CRYPTOGRAPHY PRINCIPALS

Unfortunately, this course is available only in Czech language.

To view information about the course, please switch website

into Czech language.

Od Do Délka Kód Místo Cena

26. 6. 26. 6. 1 den PKI Praha 5 900 Kč

NET302 NETWORK SECURITY FUNDAMENTALS

Unfortunately, this course is available only in Czech language.

To view information about the course, please switch website

into Czech language.

A CCNA IMPLEMENTING AND ADMINISTERING

CISCO SOLUTIONS V1.0

The Implementing and Administering Cisco Solutions (CCNA)

v1.0 course gives you a broad range of fundamental

knowledge for all IT careers. Through a combination of lecture

and hands-on labs, you will learn how to install, operate,

configure, and verify basic IPv4 and IPv6 networks. The course

covers configuring network components such as switches,

routers, and wireless LAN controllers; managing network

devices; and identifying basic security threats. The course also

gives you a foundation in network programmability,

automation, and software-defined networking.

Od Do Délka Kód Místo Cena

10. 6. 14. 6. 5 dny CCNA Praha 38 500 Kč

A SCOR IMPLEMENTING AND OPERATING CISCO

SECURITY CORE TECHNOLOGIES

This authorized five-day course is aimed on implementation

and operate cisco security technologies including network

security, cloud security, content security, endpoint protection

and detection, secure network access, visibility and

enforcements.

A SVPN IMPLEMENTING SECURE SOLUTIONS

WITH VIRTUAL PRIVATE NETWORKS

This authorized five-day is designed to prepare network

security engineers with the knowledge and skills they need to

protect data traversing a public or shared infrastructure such

as the Internet by implementing and maintaining Cisco VPN

solutions. Students of this course will gain hands-on experience

with configuring and troubleshooting remote access and site-

to-site VPN including traditional IPsec, DMVPN, FlexVPN.

A SISE IMPLEMENTING AND CONFIGURING

CISCO IDENTITY SERVICES ENGINE

This course discusses the Cisco Identity Services Engine (ISE),

an identity and access control policy platform that provides a

single policy plane across the entire organization, combining

multiple services, including authentication, authorization, and

accounting (AAA), posture, profiling, device on-boarding, and

guest management, into a single context-aware identity-based

platform. The training provides learners with the knowledge

and skills to enforce security posture compliance for wired and

wireless endpoints and enhance infrastructure security using

the Cisco ISE.

A SESA SECURING EMAIL WITH CISCO EMAIL

SECURITY APPLIANCE

Unfortunately, this course is available only in Czech language.

To view information about the course, please switch website

into Czech language.

A SWSA SECURING THE WEB WITH CISCO WEB

SECURITY APPLIANCE

The Securing the Web with Cisco Web Security Appliance

(SWSA) v3.0 course shows you how to implement, use, and

maintain Cisco® Web Security Appliance (WSA), powered by

Cisco Talos, to provide advanced protection for business email

and control against web security threats.

Key:  New course   A  Authorized course
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